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ABSTRACT

The intellectual property rights protection is an important issue for digital data,
and watermarking is a possible solution to resolving the dispute about the ownership. In
this paper, we design a digital watermarking scheme based on visual cryptography. Ap-
plying visual cryptography, we split the digital watermark into two shares. One of the
share is embedded into the wavelet coefficients of the original image by means of
modular operations, and the other one is held by the author to verify the ownership of
the original image. When proving the ownership, we extract the embedded share and
combine with the author’s share. If the watermark is appeared, then the ownership is
proved. The merit of our scheme is that we can verify the ownership without the origi-
nal image and watermark. Moreover, the security of our scheme is assured by visual
cryptography. Finally, the experimental results show that our scheme is robust enough to

resist some common attacks.
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